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inDepth virtual 
environment security
East - West Security, FW rules Management, 
Microsegmentation, New Topologies,  Efficient Scalling

InDepth Virtual Environment Security solution provides you:
• �Micro-segmentation: enables granular firewalling and security 

policy enforcement for every workload in the data center, 
independent of the network topology and complexity.

• �DMZ Anywhere: enables security and advanced services to 
be dynamically assigned to workloads independent of the 
underlying physical network. This dramatically improves time to 
response, overall security posture, and third-party integration.

• �Compliance: enables micro-segmentation and granular security 
of workloads in virtualized networks, isolating sensitive systems 
and reducing both risk and scope of compliance. Use NSX to 
help ensure and demonstrate compliant operations with many 
regulations such as PCI DSS, HIPAA, FedRAMP, SOC, CJIS, DISA 
STIG, and more

• Securing the East-West Network

what is for?

(general 
description)
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what we use?

(technologies)

download  
vmware-nsx-datasheet1
from www.temperfield.com/technologies-index

download  
vmware-series-nsx-datasheet
from www.temperfield.com/technologies-index

download  
FortiGate_VMX
from www.temperfield.com/technologies-index
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secureandmanagerisks@temperfield.com
or at +40 31 432 80 83

ask for more info

VMware NSX 

what we use?

VMware NSX 


